
Privacy Policy 
Last Updated: May 2025  

This Privacy Policy is intended to provide you with information about how the 
Regency Factors Group gathers and uses your personal data The Regency Factors 
Group comprises Regency Factors Limited, Regency Factors Limited t/a RF Transport 
Finance and Regency Trade Finance Limited all collect and share your data as per 
the terms of this Policy. All data collected by each company is shared between the 
Group companies. the Regency Factors Group is the data controller, who is 
committed to the protection of your privacy. When we refer to “Regency”, “we”, “us” 
or “our” we are talking about all the Companies within the Regency Factors Group. 

We have appointed a data protection compliance officer who is in charge of 
answering questions in relation to this policy. If you have any questions about it or if 
you want to use any of your legal rights, please contact the data protection 
compliance officer using the details set out below. 

Data Protection Compliance Officer Details 

Postal Address: Data Protection Compliance Officer, Regency Factors Group, 
Regency Chambers, Jubilee Way, Bury BL9 0JW 

Telephone number: 0161 280 4000 

Email address: dataprotection@regencyfactors.com  

All personal information given to us through this website will only be held and used 
in accordance with this policy, the Privacy and Electronic Communications (E.C. 
Directive) Regulations 2003 (as amended), the General Data Protection Regulation 
(EU) 2016/679 or “GDPR” and before 25 May 2018 the UK Data Protection Act 1998 

This policy, in conjunction with our Website Terms and Conditions sets out what we 
may do with any personal data we collect from you, or that you provide to us. 

Information we collect and store 

We use different methods to collect data from and about you including through: 
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• Direct interactions. You may give us your information by filling in forms, on 
the telephone, or by corresponding with us by post, fax, email or otherwise. 
This includes personal data you provide when you:  

o ask us to send information to you; 
o provide us (yourself or on behalf of an organisation) with goods or 

services or obtain products and services from us; or 
o provide us feedback or contact us about our products or services. 

• Third parties or publicly available sources. We may receive personal data 
about you from various third parties and public sources as set out below:  

o Directors, shareholders and employees at any business or 
organisation you are associated with; 

o Brokers and Insurers; 
o Recruiters and recruitment agencies; 
o Credit reference agencies; 
o an Agency, for it and others searching its records to use to help make 

decisions about me/us, my associated businesses or household’s 
members; 

o service providers (including insurers, for underwriting purposes (who 
may pass it to persons they deal with and to users of their services 
and give the Regency Companies information and personal data from 
their own sources)), to help them carry out their services; 

o legal and tax advisers and persons in relation to any Enterprise 
Finance Guarantee Scheme or other loan guarantee scheme 
application, to help provide their services; 

o any person giving (or potentially giving) a guarantee, indemnity or 
other commitment to any of the Regency Companies in relation to this 
matter, to assess their obligations to those Regency Companies; 

o bankers, financiers or other advisers acting on behalf of any of the 
Regency Companies, me/us or any organisation in relation to this 
matter, so that they can carry out their services to such persons; 

o to assess my/our financial position or consider offering facilities in 
relation to this matter; and 

o any person where the Regency Companies are allowed or required to 
do so by law. 

 “Personal data” means any information about an individual, held by a data 
controller, from which the controller can identify a specific, living person. It does not 
include data about a living person that the controller can’t identify. 



Some personal data falls into “Special Categories” under the GDPR and are given 
greater protection. These include any personal data revealing your race or ethnicity, 
religious or philosophical beliefs, sex life, sexual orientation, political opinions, trade 
union membership, and information about your health, as well as genetic and 
biometric data. Information about criminal convictions and offences is also treated 
differently from ordinary personal data under the GDPR. 

We may collect, use, store and transfer different kinds of personal data about 
you.  The personal data we collect will depend on the relationship you have with 
Regency.   

If you are: 

An employee of Regency, someone working with us under a contract for services, or 
someone who applies for employment or work with us, we will provide you with 
specific privacy information and ask for your consent to use your personal data.  We 
will also collect the following information on you: 

• Identity Data including first name, last name, title, job title, role or similar 
identifier, and gender, as well as proof of identity and your right to work in 
the UK. 

• Contact Data which may include your address, email address and telephone 
numbers. 

• Financial Data to provide pay, benefits and conduct other financial 
transactions with you. 

A business contact, including persons who supply us with goods (including hiring 
things to us) or services and any contacts at a company or other organisation which 
does so, and clients (including contacts at companies or other organisations) to 
whom we supply our products and services as well as the customers and debtors of 
our clients, we may collect the following types of data on you: 

• Identity Data includes first name, last name, title, job title, role or similar 
identifier, and gender. 

• Contact Data includes your work address, email address and telephone 
numbers. 

• Financial Data if we supply or purchase goods and services to or from you 
as an individual (including some sole traders and partnerships), we may 
record and retain details of those transactions. 



If you fail to provide personal data 

Where we need to collect personal data by law, or under the terms of a contract we 
have with you and you fail to provide that data when requested: 

• We may not be able to best advise you on the funding facility that is 
applicable to your needs 

• We may not be able to advise on the terms and conditions that would apply 
to any funding facility offer 

• We may not be able to agree, enter in to or perform a contract we have or 
are trying to enter into with you or a person or organisation associated with 
you. Our Client may also be placed in breach of the terms of a finance 
agreement with us. 

• If you are an employee, contractor or applicant for a position with us, we may 
not be able to consider your application, provide you with pay or benefits, or 
administer a contract for services or contract of employment with you  

We will only retain your personal data for as long as necessary to fulfil the purposes 
we collected it for (or any purpose which is not incompatible with those purposes), 
including for the purposes of satisfying any legal, accounting, or reporting 
requirements. 

What do we do with the information? 

We will only use your personal data when the law allows us to. Most commonly, we 
will use, analyse and assess your personal data in the following circumstances: 

- To provide you with information, products or services that you ask for; 

- To let you know about other products and services that we think you might be 
interested in (if you have said that you are happy to be contacted in this way); 

- to make financial risk assessments, prevent money laundering, fraud or other 
wrongdoing; 

- making payments to you and/ or your business; 

- recovering monies; 



- training, product and statistical analysis and development of new products; 

- protecting our interests (including the provision of the information to third parties 
retained by us for them to conduct their services for us); 

- To make a decision as the whether to extend credit to a client or prospective client, 
or whether to vary the terms of our agreements with a client; 

- To enter into or negotiate contracts, or to fulfil our legal and regulatory obligations. 

In obtaining or storing information about you we may: 

• Store and process information about you including on our computers and in 
any other way; 

• Search your record at a credit reference or fraud prevention agency of our 
choice. Details of our searches may be kept by such agency and may be seen 
by other organisations that makes searches with the agency; 

• Monitor and/ or record telephone conversations with you for training and/ or 
security purposes; 

• Approach you for market research or direct marketing purposes; 
• Seek and record any further information that we may require from any 

source, including banks fir any of the purposes set out above; 
• Transfer such of the information that we may have to other members of a 

group of companies of which Regency is a part; to our financiers; to 
associates or persons acting on our behalf; to guarantors or indemnifiers and 
to businesses providing similar serves to those of Regency, all of whom may 
use such information for any of the purposes set out herein (including 
transfer within the group of companies). We shall, as far as we are able but 
without guarantee, seek to ensure that such financiers will always keep 
control of the information within the terms of this Privacy Policy. 

 If you do not want your data to be used by us or selected third parties for 
marketing purposes, please ensure that you select the appropriate option on any 
of our online forms. You can also notify us at any time if you do not wish your 
data to be used in this way. 

  

Purposes for which we will use your personal data 



We have set out below, in a table format, a description of all the ways we plan to use 
your personal data, and which of the legal bases we rely on to do so. We have also 
identified what our legitimate interests are where appropriate. 

Note that we may process your personal data for more than one lawful ground 
depending on the specific purpose for which we are using your data. Please contact 
us if you need details about the specific legal ground we are relying on to process 
your personal data where more than one ground has been set out in the table 
below.  

  

Purpose/Activity Type of data 
        

 

To register you (or your employer or a person or 
entity to whom you provide services) as a new client. 

(a) Identity data 

(b) Contact data 

(c)  Financial data (for credit purposes) 

       

      

   

To fulfil our contractual obligations to  a client, to you 
or your organisation or to enforce your or your 
organisation’s obligations to us or to our client, 
including to 

(a) Manage payments, fees and charges 

(b) Collect and recover money owed to us 

(a) Identity data 

(b) Contact data 

(c) Financial data 

(d) Transaction data 

  

       

           
 

To manage our relationship with you which will 
include: 

(a) Notifying you about changes to our terms or 
privacy policy 

(b) Contacting you about products or services we 
obtain from or provide to you or your employer 

(a) Identity data 

(b) Contact data 

  

       

        

          
          
 



  

To administer and protect our business which may 
include: 

a. Financial risk assessment, preventing money 
laundering, fraud or other wrongdoing; 

b. Contacting credit reference agencies and 
making credit related decisions; 

c. Recovering monies and making payments to 
you and/ or your business. 

  

(a) Identity 

(b) Contact 

  

      

        

To administer a contract for services or contract of 
employment between us – we will provide you with 
further information about this when we collect 
information from you and during the course of our 
relationship) 

(a) Identity data 

(b) Contact data 

(c)  Financial data 

       

         
    

           
            

 

  

If you do not select the appropriate option, but wish to do so subsequently, please 
contact dataprotection@regencyfactors.com and we shall change your preference 
for you. 

Disclosure of your information 

We may have to share your personal data with the parties set out below for the 
purposes set out in the table above. 

• External Third Parties as set out in the Glossary. 
• Specific third parties listed in the table above. 
• Third parties to whom we may choose to sell, transfer, or merge parts of our 

business or our assets. Alternatively, we may seek to acquire other 
businesses or merge with them. If a change happens to our business, then 
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the new owners may use your personal data in the same way as set out in 
this Notice. 

• We use a third party to host, manage and support our website. 
They therefore have access to any data that you submit via this website. 

We require all third parties to respect the security of your personal data and to treat 
it in accordance with the law. We do not allow our third-party service providers to 
use your personal data for their own purposes and only permit them to process 
your personal data for specified purposes and in accordance with our instructions. 

We don’t normally transfer personal information to outside of the European Union 
but we might in certain circumstances. If we do, we will ensure a similar degree of 
protection is afforded to it as would be provided under the GDPR. 

Data Retention 

How long will you use my personal data for? 

We will only retain your personal data for as long as reasonably necessary to fulfil 
the purposes we collected it for, including for the purposes of satisfying any legal, 
regulatory, tax, accounting or reporting requirements. We may retain your personal 
data for a longer period in the event of a complaint or if we reasonably believe there 
is a prospect of litigation in respect to our relationship with you. 

To determine the appropriate retention period for personal data, we consider the 
amount, nature and sensitivity of the personal data, the potential risk of harm from 
unauthorised use or disclosure of your personal data, the purposes for which we 
process your personal data and whether we can achieve those purposes through 
other means, and the applicable legal, regulatory, tax, accounting or other 
requirements. 

By law we have to keep basic information about our clients (including Contact, 
Identity, Financial and Transaction Data) for six years after they cease being clients 

In some circumstances you can ask us to delete your data. 

In some circumstances we will anonymise your personal data (so that it can no 
longer be associated with you) for research or statistical purposes, in which case we 
may use this information indefinitely without further notice to you. 



Your rights 

You have the right to make a complaint about our use of your personal data at any 
time to the Information Commissioner's Office (“ICO”).  The ICO is the UK’s 
supervisory authority for data protection issues (www.ico.org.uk).  

If you do have a problem, question or concern about our use of your personal data, 
we would really appreciate the chance to try to help you before you approach the 
ICO, so please feel free to contact us in the first instance using the data protection 
compliance officer’s contact details above.  You can contact us about data privacy 
issues in other ways, but if you contact the data protection compliance officer, that 
will make it much easier for us to help you. 

You have rights under data protection law in relation to your personal data. Further 
information on these rights is set out in the Glossary, below: 

Request access to your personal data. 

Request correction of your personal data. 

Request erasure of your personal data. 

Object to processing of your personal data. 

Request restriction of processing your personal data. 

Request transfer of your personal data. 

Right to withdraw consent. 

If you wish to exercise any of the rights set out above, please contact our data 
privacy manager.  

Information Security 

Information that is transmitted via the internet is never completely secure. 

We have put suitable protection in place, however any transmission is at your own 
risk. 

Encryption technology 



Where necessary we use Secure Socket Layer (SSL) protocol to protect the integrity 
of data during submission. 

We also employ similar technologies and access control methods to keep any stored 
data secure. 

Automated Decision Making 

We do not use any fully automated decision making process. 

Cookies 

Please see our Cookie Policy page for details. 

Policy Changes 

Any changes to this policy will be posted here and will take immediate effect. 

Contact 

If you have any questions about this policy or about our use of your personal details 
then please contact the Data Protection Compliance Officer 
at dataprotection@regencyfactors.com 

Glossary 

LAWFUL BASIS 

There are a number of different lawful bases for processing your personal data 
which we may use: 

Legitimate Interest means the interest of our business in conducting and 
managing our business to enable us to provide ABL services the best we can. We 
make sure we consider and balance any potential impact on you (both positive and 
negative) and your rights before we process your personal data for our legitimate 
interests. We do not use your personal data for activities where our interests are 
overridden by the impact on you (unless we have your consent or are otherwise 
required or permitted to by law). You can obtain further information about how we 
assess our legitimate interests against any potential impact on you in respect of 
specific activities by contacting us 
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Performance of Contract means processing your data where it is necessary for the 
performance of a contract to which you are a party, or to take steps at your request 
before entering into such a contract. 

Comply with a legal or regulatory obligation means processing your personal 
data where it is necessary for compliance with a legal or regulatory obligation that 
we are subject to. 

Protecting your vital interests applies where we would otherwise require your 
consent to use data but you are physically or legally incapable of giving consent, and 
processing is to protect your interests – for example, to facilitate urgent medical 
treatment. 

THIRD PARTIES 

External Third Parties 

Service providers acting as processors based inside and outside the EEA who 
provide technical, financial, logistical, information technology or other support for 
our work. 

Professional advisers acting as processors or joint controllers including lawyers, 
bankers, auditors, insolvency practitioners, and insurers based in the EEA and 
outside of it who provide consultancy, banking, legal, insurance and accounting 
services. 

HM Revenue & Customs, regulators and other authorities based in the United 
Kingdom who require reporting of processing activities in certain circumstances. 

Governments and public authorities in other countries where we carry out filming 
who require information on our crew and contributors. 

YOUR LEGAL RIGHTS 

You have the right to: 

Request access to your personal data (commonly known as a "data subject access 
request"). This enables you to receive a copy of the personal data we hold about 
you and to check that we are lawfully processing it. 



Request correction of the personal data that we hold about you. This enables you 
to have any incomplete or inaccurate data we hold about you corrected, though we 
may need to verify the accuracy of the new data you provide to us. 

Request erasure of your personal data. This enables you to ask us to delete or 
remove personal data where there is no good reason for us continuing to process it. 
You also have the right to ask us to delete or remove your personal data where you 
have successfully exercised your right to object to processing (see below), where we 
may have processed your information unlawfully or where we are required to erase 
your personal data to comply with local law. Note, however, that we may not always 
be able to comply with your request of erasure for specific legal reasons which will 
be notified to you, if applicable, at the time of your request. 

Object to processing of your personal data where we are relying on a legitimate 
interest (or those of a third party) and there is something about your particular 
situation which makes you want to object to processing on this ground as you feel it 
impacts on your fundamental rights and freedoms. In some cases, we may 
demonstrate that we have compelling legitimate grounds to process your 
information which override your rights and freedoms. 

Request restriction of processing of your personal data. This enables you to ask 
us to suspend the processing of your personal data in the following scenarios: (a) if 
you want us to establish the data's accuracy; (b) where our use of the data is 
unlawful but you do not want us to erase it; (c) where you need us to hold the data 
even if we no longer require it as you need it to establish, exercise or defend legal 
claims; or (d) you have objected to our use of your data but we need to verify 
whether we have overriding legitimate grounds to use it. 

Request the transfer of your personal data to you or to a third party. We will 
provide to you, or a third party you have chosen, your personal data in a structured, 
commonly used, machine-readable format. Note that this right only applies to 
automated information which you initially provided consent for us to use or where 
we used the information to perform a contract with you. 

Withdraw consent at any time where we are relying on consent to process your 
personal data. However, this will not affect the lawfulness of any processing carried 
out before you withdraw your consent. If you withdraw your consent, we may not 
be able to provide certain products or services to you. We will advise you if this is 
the case at the time you withdraw your consent. 
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